|  |  |
| --- | --- |
|  | HHS Logo |

![Logo of the Indian Health Service](data:image/png;base64,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)Indian Health Service (IHS)

*Instruction: This template includes instructions and example text for various sections. Users of this document should consider using the find and replace function to populate common information such as <<System Acronym>>.*

Security Assessment Plan (SAP)

For <<Name of System>> <<(System Acronym)>>

Security Categorization: <<Low, Moderate, High>>

<<Authorization to Operate (ATO), Annual Assessment (Year 1 or 2), Significant Change>>

*Instruction: The SAP date should be modified to reflect the most recent update and approval of this document.*

<<*Month*>> <<*Year*>>

CONTROLLED UNCLASSIFIED INFORMATION (CUI) - This information is intended for IHS use only. Disclosure may cause harm to the IHS. Access is provided by request only.

Approval

I have reviewed and approve this <<System Acronym>> Security Assessment Plan.

|  |  |
| --- | --- |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| << Insert Name >>  System Owner | Date |
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# Introduction

## Background

The Federal Information Security Modernization Act (FISMA) of 2014, requires each federal agency to develop, document, and implement an agency-wide information security program to safeguard the data and information technology (IT) systems that support the operations and assets of the agency. System security planning is an important activity in the agency’s security program and should be incorporated throughout a system’s lifecycle. This planning helps ensure that events such as system changes or new threats that trigger updates to security controls can be accurately documented and effectively managed. A critical component of meeting this requirement is planning for, and conducting periodic assessments of, risk to agency operations or assets resulting from the operation of information systems.

## Purpose

The primary purpose of this document is to establish the appropriate expectations for the security control assessment of <<System Acronym>> by providing a detailed roadmap of how the assessment will be conducted, the level of effort required to complete the assessment, and the overall scope and purpose of the assessment.

In addition to its primary purpose, using this plan will contribute to IHS’s ability to comply with a number of laws, memoranda, standards, and guidelines including FISMA, Office of Management and Budget (OMB) *Circular A-130, Appendix III*, and National Institute of Standards and Technology (NIST) Special Publication (SP) 800-37 Revision 2*, Risk Management Framework for Information Systems and Organizations: A System Life Cycle Approach for Security and Privacy*.

# System Overview

This section provides information about <<System Acronym>> that is critical to conducting an accurate and thorough security control assessment. The <<System Acronym>> System Security Plan (SSP) is the primary source for system information and detailed descriptions of the security controls that have been implemented to protect the system and its data. The Security Control Assessor will evaluate all information provided by the <<System Acronym>> SSP during this assessment.

## System Identification

This section contains information identifying the <<System Acronym>> system. Table 1 contains the <<System Acronym>> system name, per the Health and Human Services (HHS) Enterprise Architecture Repository (HEAR).

*Instruction: Complete the table below with applicable information from the HEAR.*

Table 1: Information System Name and Title

|  |  |  |
| --- | --- | --- |
| **Universal Unique Identifier (UUID)** | **Information System Name** | **Information System Acronym** |
| *IHS-0123456* | *Example IHS System* | *EIS* |

### System Type

Table 2 indicates the <<System Acronym>> system type.

*Instruction: Select the applicable information system type from the table below. To select, double click the applicable gray box below. In the “Default value” section of the Check Box Form Field dialogue box, select “Checked.” Then click on the “OK” button.*

Table 2: Information System Type

|  |  |
| --- | --- |
| **System Type Selection** | |
|  | **General Support System (GSS)** |
|  | **Major Application** |
|  | **Minor Application** |

### Operational Status

The system is currently in the life-cycle phase noted in Table 3.

*Instruction: Select all status indicators that apply. If selecting more than one status, list which components of the system apply to each status in the space below the table. To select, double click the applicable gray box below. In the “Default value” section of the Check Box Form Field dialogue box, select “Checked.” Then click on the “OK” button.*

Table 3: Current System Status

| **Current System Status** | | |
| --- | --- | --- |
|  | **Under Development** | The system is being designed, developed, or implemented. |
|  | **Operational** | The system is in production. |
|  | **Undergoing Major Modification** | The system is undergoing a major conversion or transition. |

## Designated Contacts

The individual(s) identified below are responsible for the management, operation, security, and authorization of the system.

*Instruction: Add additional rows as needed.*

Table 4: Designated Contact Information

|  |  |  |  |
| --- | --- | --- | --- |
| **Title or Role** | **Name** | **Phone** | **E-mail** |
| **Information System Owner** |  |  |  |
| **Business / Data Owner** |  |  |  |
| **Project / Program Manager** |  |  |  |
| **Investment / CPIC Manager** |  |  |  |
| **Technical POC** |  |  |  |
| **Information System Security Officer (ISSO)** |  |  |  |
| **Security Control Assessor** |  |  |  |
| **Chief Information Security Officer (CISO)** | CDR Steven Miller | 301-443-2452 | Steven.miller@ihs.gov |
| **Authorizing Official (AO)** | Mitchell Thornbrugh | 301-443-2019 | Mitchell.thornbrugh@ihs.gov |

# Security Assessment & Authorization Plan

Security control assessment and system authorization is required by FISMA, and is practiced by all agencies across the Federal Government. In accordance with FISMA, NIST has developed standards and guidelines for the documentation, assessment, and authorization of federal information systems. The IHS Security Assessment & Authorization (SA&A) process allows IHS Security Control Assessors and system stakeholders to identify and document risks to individual IHS systems and the IHS enterprise as a whole.

The following sections describe key characteristics of the IHS SA&A process and are applicable to all security control assessments of IHS information systems.

## Risk Management Framework (RMF)

The IHS SA&A process has been modeled after the tasks defined in NIST SP 800-37, Revision 2. A comprehensive description of each task in the IHS SA&A process is available upon request by email to the IHS Risk & Compliance (R&C)Team.

## Assessment Purpose

The purpose of the security control assessment is to determine the extent to which security controls are implemented correctly, operating as intended, and producing the desired outcome with respect to meeting the security requirements for the information system.

## Assessment Type

*Instruction: Describe the type of assessment to be conducted. Indicate if this is a new ATO, Annual (including which year), Re-ATO, or significant change assessment. If this is a significant change assessment, describe the changes that will be included in the scope of this assessment. Also note whether this is a type accreditation.*

## Assessment / ATO Cycle

System owners must complete a detailed security control assessment and subsequent Authorization to Operate (ATO) before placing an information system into production. It is the intent of the IHS R&C Team to conduct initial security control assessments in parallel with the development/acquisition and implementation phases of the system development life cycle. This allows the Security Control Assessor to identify weaknesses as early as possible and provide the most cost-effective method for initiating corrective actions.

A standard ATO is valid for a three year period, or until a significant change to the system occurs. The standard authorization period may be adjusted if needed and must be clearly stated on the Authorization Decision Document, or ATO Memo. After the Authorizing Official (AO) grants the initial ATO, the Security Control Assessor assesses one third of all applicable security controls each subsequent year. Every third year, System stakeholders use these assessments as basis for a new ATO. Figure 1 depicts the standard three-year ATO cycle.
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Figure 1: Standard Three Year ATO Cycle

## Assessment Milestones

Table 5: Assessment Milestones lists the key tasks for conducting the security assessment of <<System Acronym>> and a target completion date for each task.

*Instruction: Ensure that all parties agree to the dates in the table below.*

Table 5: Assessment Milestones

|  |  |
| --- | --- |
| **Milestone** | **Target Completion Date** |
| Assessment Kick-Off Meeting |  |
| Initial Security Documents Received |  |
| Security Assessment Plan Developed |  |
| Initial Assessment Meeting |  |
| Final Assessment Meeting |  |
| Final Vulnerability & Configuration Scans |  |
| Findings Meeting |  |
| Security Assessment Report (SAR) Submitted for Review & Approval |  |

## Assessment Methods

Security Control Assessors will use the following processes to assess <<System Acronym>>:

* Examination: Analyzing documentation (e.g., policies, plans, procedures, system requirements, designs) to facilitate understanding, get clarification, or obtain evidence to support the determination of security and privacy control existence and effectiveness.
* Interview: Conducting discussions with individuals or groups within an organization or system to facilitate understanding, get clarification, or lead to the location of evidence to support the determination of security and privacy control existence and effectiveness.
* Test: Assessing system mechanisms or activities under specified conditions to support the determination of security and privacy control existence and effectiveness.

## Control Tailoring

As stated in NIST SP 800-53, Revision 4, *Security and Privacy Controls for Federal Information Systems and Organizations,* organizations use tailoring to appropriately modify and align the security controls selected for an information system with specific conditions and security requirements of the system and IHS. Tailoring a security control baseline may mean adding, removing, or modifying controls. System stakeholders may tailor controls in the following ways:

* Add controls if additional security requirements, above those in the initial security control baseline, are needed.
* Remove controls that are not applicable to the system, for example SC-19, Voice over Internet Protocol (VOIP).
* Modify controls if the security control parameter must be adjusted due to operational or technical requirements.

System owners must document all control tailoring in the <<System Acronym>> SSP. The Security Control Assessor will validate all control tailoring during this assessment.

## Assessment Scope

The scope of this security assessment includes only those components identified in the “Authorization Boundary” section of the system’s SSP.

*Instruction: This statement should be adjusted according to the type of assessment being conducted. A significant change assessment may target only specific components of the system.*

Appendix A of this document lists each of the security controls that will be tested during this assessment.

*Instruction: If this is a type accreditation assessment clarify what components, processes, etc. will be included in this assessment and which will not.*

## Manual Checklists

This security assessment will use the IHS’s Security Test and Evaluation (ST&E) worksheet. The IHS developed this checklist based on guidance from NIST SP 800-53A, Revision 4, *Assessing Security and Privacy Controls in Federal Information Systems and Organizations* and the checklist includes all controls that will be tested during this assessment. Appendix A of this report includes a complete list of security controls.

## Automated Tools

During this assessment, the Security Control Assessor will use the following automated tools to identify security vulnerabilities in the <<System Acronym>> information system:

* Nessus vulnerability scanner
* Local PowerShell/WMI scripts
* <<List any other automated tools to be used>>

*Instruction: This list should be modified as appropriate for the assessment. List only those tools that are going to be used.*

## Baseline Configuration Standards

The Security Control Assessor will use all available IHS configuration standards and/or hardening guides that are applicable to <<System Acronym>> during this assessment.

## Risk Determination

The Security Control Assessor will document all security risks identified during the assessment and indicate the level of risk based on the guidance below.

As stated in NIST SP 800-37, Revision 2, “Risk is a measure of the extent to which an entity is threatened by a potential circumstance or event Risk is also a function of the adverse impacts that arise if the circumstance or event occurs, and the likelihood of occurrence.” IHS Security Control Assessors will use the following tables to assist in the analysis and documentation of risk.

Table 6: Impact Definitions

| **Impact** | **Description** |
| --- | --- |
| Low | If vulnerabilities are exploited by threats, little to no loss to the system, networks, or data would occur. |
| Moderate | If vulnerabilities are exploited by threats, moderate loss to the system, networks, and data would occur. |
| High | If vulnerabilities are exploited by threats, significant loss to the system, networks, and data would occur. |

Table 7: Likelihood Definitions

| **Likelihood** | **Description** |
| --- | --- |
| Low | There is little to no chance that a threat could exploit a vulnerability and cause loss to the system or its data. |
| Moderate | There is a moderate chance that a threat could exploit a vulnerability and cause loss to the system or its data. |
| High | There is a high chance that a threat could exploit a vulnerability and cause loss to the system or its data. |

Table 8: Risk Ratings

| **Likelihood** | **Impact** | | |
| --- | --- | --- | --- |
| **Low** | **Medium** | **High** |
| High | Low | Medium | High |
| Medium | Low | Medium | Medium |
| Low | Low | Low | Low |

Appendix A. Security Controls

*Instruction: Select the appropriate text below. For a full assessment in which all NIST 800-53 controls will be tested, simply delete the 2nd sentence below and select the appropriate categorization from the 1st sentence. For an annual or targeted assessment, delete the 1st sentence below and delete from the chart any rows for controls that won’t be tested during this assessment.*

For this security assessment, all controls in the chart below that are applicable to the <<low, moderate, high>> baseline will be tested.

For this security assessment, all controls listed in the chart below will be tested.

The following schedule has been developed in order to ensure that all controls applicable to a system are assessed in the three year authorization period.

Critical controls have been identified based on their importance to the security of IHS information and information systems. These controls were selected based on the SANS *Critical Security Controls for Effective Cyber Defense*. Critical controls are tested annually at minimum.

Table 7 – Security Control Assessment Schedule

| ID | Control Description | Sensitivity Level | | | Assessment Year |
| --- | --- | --- | --- | --- | --- |
| Low | Mod | High |
| Access Control | | | | |  |
| AC-1 | Access Control Policy & Procedures | AC-1 | AC-1 | AC-1 | 3 |
| AC-2 | Account Management | AC-2 | AC-2, (1) (2) (3) (4) | AC-2 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=AC-2#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=AC-2#enhancement-2) [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=AC-2#enhancement-3) [(4)](http://web.nvd.nist.gov/view/800-53/control?controlName=AC-2#enhancement-4) (5) (12) (13) | 1, 2, 3 |
| AC-3 | Access Enforcement | AC-3 | AC-3 | AC-3 | 1, 2, 3 |
| AC-4 | Information Flow Enforcement | Not Selected | AC-4 | AC-4 | 1 |
| AC-5 | Separation of Duties | Not Selected | AC-5 | AC-5 | 1 |
| AC-6 | Least Privilege | Not Selected | AC-6 (1) (2) (5) (9) (10) | AC-6 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=AC-6#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=AC-6#enhancement-2) (3) (5) (9) (10) | 1, 2, 3 |
| AC-7 | Unsuccessful Login Attempts | AC-7 | AC-7 | AC-7 | 1 |
| AC-8 | System Use Notification | AC-8 | AC-8 | AC-8 | 1 |
| AC-10 | Concurrent Session Control | Not Selected | Not Selected | AC-10 | 1 |
| AC-11 | Session Lock | Not Selected | AC-11 (1) | AC-11 (1) | 1 |
| AC-12 | Session Termination | Not Selected | AC-12 | AC-12 | 1 |
| AC-14 | Permitted Actions without Identification or Authentication | AC-14 | AC-14 | AC-14 | 1 |
| AC-17 | Remote Access | AC-17 | AC-17 (1) (2) (3) (4) | AC-17 (1) (2) (3) (4) | 1, 2, 3 |
| AC-18 | Wireless Access | AC-18 | AC-18 (1) | AC-18 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=AC-18#enhancement-1) [(4)](http://web.nvd.nist.gov/view/800-53/control?controlName=AC-18#enhancement-4) [(5)](http://web.nvd.nist.gov/view/800-53/control?controlName=AC-18#enhancement-5) | 1, 2, 3 |
| AC-19 | Access Control for Mobile Devices | AC-19 | AC-19 (5) | AC-19 [(5)](http://web.nvd.nist.gov/view/800-53/control?controlName=AC-19#enhancement-1) | 1 |
| AC-20 | Use of External Information Systems | AC-20 | AC-20 (1) (2) | AC-20 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=AC-20#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=AC-20#enhancement-2) | 1 |
| AC-21 | Information Sharing | Not Selected | AC-21 | AC-21 | 1 |
| AC-22 | Publicly Accessible Content | AC-22 | AC-22 | AC-22 | 1 |
| Awareness and Training | | | | |  |
| AT-1 | Security Awareness and Training Policy and Procedures | AT-1 | AT-1 | AT-1 | 1 |
| AT-2 | Security Awareness Training | AT-2 | AT-2 (2) | AT-2 (2) | 1, 2, 3 |
| AT-3 | Role-Based Security Training | AT-3 | AT-3 | AT-3 | 1, 2, 3 |
| AT-4 | Security Training Records | AT-4 | AT-4 | AT-4 | 1 |
| Audit and Accountability | | | | |  |
| AU-1 | Audit and Accountability Policy and Procedures | AU-1 | AU-1 | AU-1 | 1 |
| AU-2 | Audit Events | AU-2 | AU-2 (3) | AU-2 [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=AU-2#enhancement-3) | 1, 2, 3 |
| AU-3 | Content of Audit Records | AU-3 | AU-3 (1) | AU-3 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=AU-3#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=AU-3#enhancement-2) | 1, 2, 3 |
| AU-4 | Audit Storage Capacity | AU-4 | AU-4 | AU-4 | 1 |
| AU-5 | Response to Audit Processing Failures | AU-5 | AU-5 | AU-5 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=AU-5#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=AU-5#enhancement-2) | 1 |
| AU-6 | Audit Review, Analysis, and Reporting | AU-6 | AU-6 (1) (3) | AU-6 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=AU-6#enhancement-1) (3) (5) (6) | 1, 2, 3 |
| AU-7 | Audit Reduction and Report Generation | Not Selected | AU-7 (1) | AU-7 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=AU-7#enhancement-1) | 1 |
| AU-8 | Time Stamps | AU-8 | AU-8 (1) | AU-8 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=AU-8#enhancement-1) | 1 |
| AU-9 | Protection of Audit Information | AU-9 | AU-9 (4) | AU-9 (2) (3) (4) | 1 |
| AU-10 | Non-repudiation | Not Selected | Not Selected | AU-10 | 1 |
| AU-11 | Audit Record Retention | AU-11 | AU-11 | AU-11 | 1 |
| AU-12 | Audit Generation | AU-12 | AU-12 | AU-12 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=AU-12#enhancement-1) (3) | 1 |
| Security Assessment and Authorization | | | | |  |
| CA-1 | Security Assessment and Authorization Policies & Procedures | CA-1 | CA-1 | CA-1 | 3 |
| CA-2 | Security Assessments | CA-2 | CA-2 (1) | CA-2 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=CA-2#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=CA-2#enhancement-2) | 1 |
| CA-3 | System Interconnections | CA-3 | CA-3 (5) | CA-3 (5) | 1 |
| CA-5 | Plan of Action & Milestones | CA-5 | CA-5 | CA-5 | 1, 2, 3 |
| CA-6 | Security Authorization | CA-6 | CA-6 | CA-6 | 1 |
| CA-7 | Continuous Monitoring | CA-7 | CA-7 (1) | CA-7 (1) | 1, 2, 3 |
| CA-8 | Penetration Testing | Not Selected | Not Selected | CA-8 | 1 |
| CA-9 | Internal System Connections | CA-9 | CA-9 | CA-9 | 1 |
| Configuration Management | | | | |  |
| CM-1 | Configuration Management Policy and Procedures | CM-1 | CM-1 | CM-1 | 3 |
| CM-2 | Baseline Configuration | CM-2 | CM-2 (1) (3) (7) | CM-2 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-2#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-2#enhancement-2) [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-2#enhancement-3) [(7)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-2#enhancement-5) | 2 |
| CM-3 | Configuration Change Control | Not Selected | CM-3 (2) | CM-3 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-3#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-3#enhancement-2) | 2 |
| CM-4 | Security Impact Analysis | CM-4 | CM-4 | CM-4 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-4#enhancement-1) | 2 |
| CM-5 | Access Restrictions for Change | Not Selected | CM-5 | CM-5 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-5#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-5#enhancement-2) [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-5#enhancement-3) | 1 |
| CM-6 | Configuration Settings | CM-6 | CM-6 | CM-6 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-6#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-6#enhancement-2) | 1, 2, 3 |
| CM-7 | Least Functionality | CM-7 | CM-7 (1) (2) (4) | CM-7 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-7#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-7#enhancement-2) (5) | 1, 2, 3 |
| CM-8 | Information System Component Inventory | CM-8 | CM-8 (1) (3) (5) | CM-8 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-8#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-8#enhancement-2) [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-8#enhancement-3) [(4)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-8#enhancement-4) [(5)](http://web.nvd.nist.gov/view/800-53/control?controlName=CM-8#enhancement-5) | 1, 2, 3 |
| CM-9 | Configuration Management Plan | Not Selected | CM-9 | CM-9 | 2 |
| CM-10 | Software Usage Restrictions | CM-10 | CM-10 | CM-10 | 2 |
| CM-11 | User-Installed Software | CM-11 | CM-11 | CM-11 | 2 |
| Contingency Planning | | | | |  |
| CP-1 | Contingency Planning Policy & Procedures | CP-1 | CP-1 | CP-1 | 3 |
| CP-2 | Contingency Plan | CP-2 | CP-2 (1) (3) (8) | CP-2 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-2#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-2#enhancement-2) [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-2#enhancement-3) (4) (5) (8) | 1, 2, 3 |
| CP-3 | Contingency Training | CP-3 | CP-3 | CP-3 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-3#enhancement-1) | 2 |
| CP-4 | Contingency Plan Testing | CP-4 | CP-4 (1) | CP-4 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-4#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-4#enhancement-2) | 2 |
| CP-6 | Alternate Storage Site | Not Selected | CP-6 (1) (3) | CP-6 (1) (2) (3) | 2 |
| CP-7 | Alternate Processing Site | Not Selected | CP-7 (1) (2) (3) | CP-7 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-7#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-7#enhancement-2) [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-7#enhancement-3) [(4)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-7#enhancement-4) | 2 |
| CP-8 | Telecommunications Services | Not Selected | CP-8 (1) (2) | CP-8 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-8#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-8#enhancement-2) [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-8#enhancement-3) [(4)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-8#enhancement-4) | 2 |
| CP-9 | Information System Backup | CP-9 | CP-9 (1) | CP-9 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-9#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-9#enhancement-2) [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-9#enhancement-3) (5) | 1, 2, 3 |
| CP-10 | Information System Recovery and Reconstitution | CP-10 | CP-10 (2) | CP-10 [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-10#enhancement-2) [(4)](http://web.nvd.nist.gov/view/800-53/control?controlName=CP-10#enhancement-4) | 2 |
| Identification and Authentication | | | | |  |
| IA-1 | Identification and Authentication Policy & Procedures | IA-1 | IA-1 | IA-1 | 3 |
| IA-2 | Identification and Authentication (Organizational Users) | IA-2 (1) (12) | IA-2 (1) (2) (3) (8) (11) (12) | IA-2 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=IA-2#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=IA-2#enhancement-2) [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=IA-2#enhancement-3) [(4)](http://web.nvd.nist.gov/view/800-53/control?controlName=IA-2#enhancement-4) [(8)](http://web.nvd.nist.gov/view/800-53/control?controlName=IA-2#enhancement-8) [(9)](http://web.nvd.nist.gov/view/800-53/control?controlName=IA-2#enhancement-9) (11) (12) | 1, 2, 3 |
| IA-3 | Device Identification and Authentication | Not Selected | IA-3 | IA-3 | 2 |
| IA-4 | Identifier Management | IA-4 | IA-4 | IA-4 | 2 |
| IA-5 | Authenticator Management | IA-5 (1) (11) | IA-5 (1) (2) (3) (11) | IA-5 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=IA-5#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=IA-5#enhancement-2) [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=IA-5#enhancement-3) (11) | 2 |
| IA-6 | Authenticator Feedback | IA-6 | IA-6 | IA-6 | 2 |
| IA-7 | Cryptographic Module Authentication | IA-7 | IA-7 | IA-7 | 2 |
| IA-8 | Identification and Authentication (Non-Organizational Users) | IA-8 (1) (2) (3) (4) | IA-8 (1) (2) (3) (4) | IA-8 (1) (2) (3) (4) | 2 |
| Incident Response | | | | |  |
| IR-1 | Incident Response Policy and Procedures | IR-1 | IR-1 | IR-1 | 3 |
| IR-2 | Incident Response Training | IR-2 | IR-2 | IR-2 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=IR-2#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=IR-2#enhancement-2) | 1 |
| IR-3 | Incident Response Testing | Not Selected | IR-3 (2) | IR-3 [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=IR-3#enhancement-1) | 1 |
| IR-4 | Incident Handling | IR-4 | IR-4 (1) | IR-4 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=IR-4#enhancement-1) (4) | 1 |
| IR-5 | Incident Monitoring | IR-5 | IR-5 | IR-5 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=IR-5#enhancement-1) | 1, 2, 3 |
| IR-6 | Incident Reporting | IR-6 | IR-6 (1) | IR-6 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=IR-6#enhancement-1) | 1, 2, 3 |
| IR-7 | Incident Response Assistance | IR-7 | IR-7 (1) | IR-7 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=IR-7#enhancement-1) | 1 |
| IR-8 | Incident Response Plan | IR-8 | IR-8 | IR-8 | 1 |
| Maintenance | | | | |  |
| MA-1 | System Maintenance Policy and Procedures | MA-1 | MA-1 | MA-1 | 2 |
| MA-2 | Controlled Maintenance | MA-2 | MA-2 | MA-2 [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=MA-2#enhancement-2) | 2 |
| MA-3 | Maintenance Tools | Not Selected | MA-3 (1) (2) | MA-3 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=MA-3#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=MA-3#enhancement-2) [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=MA-3#enhancement-3) | 2 |
| MA-4 | NonLocal Maintenance | MA-4 | MA-4 (2) | MA-4 [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=MA-4#enhancement-2) [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=MA-4#enhancement-3) | 2 |
| MA-5 | Maintenance Personnel | MA-5 | MA-5 | MA-5 (1) | 2 |
| MA-6 | Timely Maintenance | Not Selected | MA-6 | MA-6 | 2 |
| Media Protection | | | | |  |
| MP-1 | Media Protection Policy and Procedures | MP-1 | MP-1 | MP-1 | 2 |
| MP-2 | Media Access | MP-2 | MP-2 | MP-2 | 2 |
| MP-3 | Media Marking | Not Selected | MP-3 | MP-3 | 2 |
| MP-4 | Media Storage | Not Selected | MP-4 | MP-4 | 2 |
| MP-5 | Media Transport | Not Selected | MP-5 (4) | MP-5 [(4)](http://web.nvd.nist.gov/view/800-53/control?controlName=MP-5#enhancement-4) | 2 |
| MP-6 | Media Sanitization | MP-6 | MP-6 | MP-6 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=MP-6#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=MP-6#enhancement-2) [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=MP-6#enhancement-3) | 2 |
| MP-7 | Media Use | MP-7 | MP-7 (1) | MP-7 (1) | 2 |
| MP-8 | Media Downgrading | Not Selected | Not Selected | Not Selected |  |
| Physical and Environmental Protection | | | | |  |
| PE-1 | Physical and Environmental Protection Policy and Procedures | PE-1 | PE-1 | PE-1 | 2 |
| PE-2 | Physical Access Authorizations | PE-2 | PE-2 | PE-2 | 1, 2, 3 |
| PE-3 | Physical Access Control | PE-3 | PE-3 | PE-3 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=PE-3#enhancement-1) | 2 |
| PE-4 | Access Control for Transmission Mission | Not Selected | PE-4 | PE-4 | 2 |
| PE-5 | Access Control for Output Devices | Not Selected | PE-5 | PE-5 | 2 |
| PE-6 | Monitoring Physical Access | PE-6 | PE-6 (1) | PE-6 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=PE-6#enhancement-1) [(4)](http://web.nvd.nist.gov/view/800-53/control?controlName=PE-6#enhancement-2) | 2 |
| PE-8 | Visitor Access Records | PE-8 | PE-8 | PE-8 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=PE-8#enhancement-1) | 1, 2, 3 |
| PE-9 | Power Equipment and Cabling | Not Selected | PE-9 | PE-9 | 2 |
| PE-10 | Emergency Shutoff | Not Selected | PE-10 | PE-10 | 2 |
| PE-11 | Emergency Power | Not Selected | PE-11 | PE-11 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=PE-11#enhancement-1) | 2 |
| PE-12 | Emergency Lighting | PE-12 | PE-12 | PE-12 | 2 |
| PE-13 | Fire Protection | PE-13 | PE-13 (3) | PE-13 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=PE-13#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=PE-13#enhancement-2) [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=PE-13#enhancement-3) | 2 |
| PE-14 | Temperature and Humidity Controls | PE-14 | PE-14 | PE-14 | 2 |
| PE-15 | Water Damage Protection | PE-15 | PE-15 | PE-15 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=PE-15#enhancement-1) | 2 |
| PE-16 | Delivery and Removal | PE-16 | PE-16 | PE-16 | 2 |
| PE-17 | Alternate Work Site | Not Selected | PE-17 | PE-17 | 2 |
| PE-18 | Location of Information System Components | Not Selected | Not Selected | PE-18 | 2 |
| Planning | | | | |  |
| PL-1 | Security Planning Policy and Procedures | PL-1 | PL-1 | PL-1 | 3 |
| PL-2 | System Security Plan | PL-2 | PL-2 (3) | PL-2 (3) | 1, 2, 3 |
| PL-4 | Rules of Behavior | PL-4 | PL-4 (1) | PL-4 (1) | 3 |
| PL-8 | Information Security Architecture | Not Selected | PL-8 | PL-8 | 3 |
| Personnel Security | | | | |  |
| PS-1 | Personnel Security Policy and Procedures | PS-1 | PS-1 | PS-1 | 3 |
| PS-2 | Position Risk Designation | PS-2 | PS-2 | PS-2 | 3 |
| PS-3 | Personnel Screening | PS-3 | PS-3 | PS-3 | 3 |
| PS-4 | Personnel Termination | PS-4 | PS-4 | PS-4 (2) | 3 |
| PS-5 | Personnel Transfer | PS-5 | PS-5 | PS-5 | 3 |
| PS-6 | Access Agreements | PS-6 | PS-6 | PS-6 | 3 |
| PS-7 | Third-Party Personnel Security | PS-7 | PS-7 | PS-7 | 3 |
| PS-8 | Personnel Sanctions | PS-8 | PS-8 | PS-8 | 3 |
| Risk Assessment | | | | |  |
| RA-1 | Risk Assessment Policy and Procedures | RA-1 | RA-1 | RA-1 | 3 |
| RA-2 | Security Categorization | RA-2 | RA-2 | RA-2 | 1, 2, 3 |
| RA-3 | Risk Assessment | RA-3 | RA-3 | RA-3 | 1,2,3 |
| RA-5 | Vulnerability Scanning | RA-5 | RA-5 (1) (2) (5) | RA-5 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=RA-5#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=RA-5#enhancement-2) [(4)](http://web.nvd.nist.gov/view/800-53/control?controlName=RA-5#enhancement-4) [(5)](http://web.nvd.nist.gov/view/800-53/control?controlName=RA-5#enhancement-5) | 1,2,3 |
| System and Services Acquisition | | | | |  |
| SA-1 | System Services Acquisition Policy and Procedures | SA-1 | SA-1 | SA-1 | 3 |
| SA-2 | Allocation of Resources | SA-2 | SA-2 | SA-2 | 1 |
| SA-3 | System Development Life Cycle | SA-3 | SA-3 | SA-3 | 1, 2, 3 |
| SA-4 | Acquisition Process | SA-4 (10) | SA-4 (1) (2) (9) (10) | SA-4 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=SA-4#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=SA-4#enhancement-2) [(9)](http://web.nvd.nist.gov/view/800-53/control?controlName=SA-4#enhancement-4) (10) | 3 |
| SA-5 | Information System Documentation | SA-5 | SA-5 | SA-5 | 3 |
| SA-8 | Security Engineering Principles | Not Selected | SA-8 | SA-8 | 3 |
| SA-9 | External Information System Services | SA-9 | SA-9 (2) | SA-9 (2) | 3 |
| SA-10 | Developer Configuration Management | Not Selected | SA-10 | SA-10 | 3 |
| SA-11 | Developer Security Testing and Evaluation | Not Selected | SA-11 | SA-11 | 3 |
| SA-12 | Supply Chain Protection | Not Selected | Not Selected | SA-12 | 3 |
| SA-15 | Development Process, Standards, and Tools | Not Selected | Not Selected | SA-15 | 3 |
| SA-16 | Developer-Provided Training | Not Selected | Not Selected | SA-16 | 3 |
| SA-17 | Developer Security Architecture and Design | Not Selected | Not Selected | SA-17 | 3 |
| System and Communications Protection | | | | |  |
| SC-1 | System and Communications Protection Policy and Procedures | SC-1 | SC-1 | SC-1 | 3 |
| SC-2 | Application Partitioning | Not Selected | SC-2 | SC-2 | 1 |
| SC-3 | Security Function Isolation | Not Selected | Not Selected | SC-3 | 1 |
| SC-4 | Information in Shared Resources | Not Selected | SC-4 | SC-4 | 1 |
| SC-5 | Denial of Service Protection | SC-5 | SC-5 | SC-5 | 1, 2, 3 |
| SC-7 | Boundary Protection | SC-7 | SC-7 (3) (4) (5) (7) | SC-7 [(3)](http://web.nvd.nist.gov/view/800-53/control?controlName=SC-7#enhancement-3) [(4)](http://web.nvd.nist.gov/view/800-53/control?controlName=SC-7#enhancement-4) [(5)](http://web.nvd.nist.gov/view/800-53/control?controlName=SC-7#enhancement-5) [(7)](http://web.nvd.nist.gov/view/800-53/control?controlName=SC-7#enhancement-7) [(8)](http://web.nvd.nist.gov/view/800-53/control?controlName=SC-7#enhancement-8) (18) (21) | 1, 2, 3 |
| SC-8 | Transmission Confidentiality and Integrity | Not Selected | SC-8 (1) | SC-8 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=SC-8#enhancement-1) | 1, 2, 3 |
| SC-10 | Network Disconnect | Not Selected | SC-10 | SC-10 | 1 |
| SC-12 | Cryptographic Key Establishment and Management | SC-12 | SC-12 | SC-12 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=SC-12#enhancement-1) | 1 |
| SC-13 | Cryptographic Protection | SC-13 | SC-13 | SC-13 | 1 |
| SC-15 | Collaborative Computing Devices | SC-15 | SC-15 | SC-15 | 1 |
| SC-17 | Public Key Infrastructure Certificates | Not Selected | SC-17 | SC-17 | 1 |
| SC-18 | Mobile Code | Not Selected | SC-18 | SC-18 | 1 |
| SC-19 | Voice Over Internet Protocol | Not Selected | SC-19 | SC-19 | 1 |
| SC-20 | Secure Name/Address Resolution Service (Authoritative Source) | SC-20 | SC-20 | SC-20 | 1 |
| SC-21 | Secure Name/Address Resolution Service (Recursive or Caching Resolver) | SC-21 | SC-21 | SC-21 | 1 |
| SC-22 | Architecture and Provisioning for Name/Address Resolution Service | SC-22 | SC-22 | SC-22 | 1 |
| SC-23 | Session Authenticity | Not Selected | SC-23 | SC-23 | 1 |
| SC-24 | Fail in Known State | Not Selected | Not Selected | SC-24 | 1 |
| SC-28 | Protection of Information at Rest | Not Selected | SC-28 | SC-28 | 1 |
| SC-39 | Process Isolation | SC-39 | SC-39 | SC-39 | 1 |
| System and Information Integrity | | | | |  |
| SI-1 | System and Information Integrity Policy and Procedures | SI-1 | SI-1 | SI-1 | 3 |
| SI-2 | Flaw Remediation | SI-2 | SI-2 (2) | SI-2 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=SI-2#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=SI-2#enhancement-2) | 1, 2, 3 |
| SI-3 | Malicious Code Protection | SI-3 | SI-3 (1) (2) | SI-3 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=SI-3#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=SI-3#enhancement-2) | 1, 2, 3 |
| SI-4 | Information System Monitoring | SI-4 | SI-4 (2) (4) (5) | SI-4 [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=SI-4#enhancement-2) [(4)](http://web.nvd.nist.gov/view/800-53/control?controlName=SI-4#enhancement-4) [(5)](http://web.nvd.nist.gov/view/800-53/control?controlName=SI-4#enhancement-5) | 3 |
| SI-5 | Security Alerts, Advisories, and Directives | SI-5 | SI-5 | SI-5 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=SI-5#enhancement-1) | 3 |
| SI-6 | Security Function Verification | Not Selected | Not Selected | SI-6 | 3 |
| SI-7 | Software, Firmware, and Information Integrity | Not Selected | SI-7 (1) (7) | SI-7 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=SI-7#enhancement-1) [(2)](http://web.nvd.nist.gov/view/800-53/control?controlName=SI-7#enhancement-2) (5) (7) (14) | 3 |
| SI-8 | Spam Protection | Not Selected | SI-8 (1) (2) | SI-8 [(1)](http://web.nvd.nist.gov/view/800-53/control?controlName=SI-8#enhancement-1) (2) | 3 |
| SI-10 | Information Input Validation | Not Selected | SI-10 | SI-10 | 3 |
| SI-11 | Error Handling | Not Selected | SI-11 | SI-11 | 3 |
| SI-12 | Information Handling and Retention | SI-12 | SI-12 | SI-12 | 3 |
| SI-16 | Memory Protection | Not Selected | SI-16 | SI-16 | 3 |

Appendix B. Applicable Laws and Regulations

The following laws and regulations apply to the information system:

* Federal Information Security Modernization Act (FISMA) of 2014
* Management of Federal Information Resources [OMB Circular A-130]
* Security of Federal Automated Information Systems [OMB Circular A-130, Appendix III]
* Privacy Act of 1974 as amended [5 USC 552a]
* E-Authentication Guidance for Federal Agencies [OMB M-04-04]
* Responsibilities for the Maintenance of Records About Individuals by Federal Agencies [OMB Circular A-108, as amended]
* Internal Control Systems [OMB Circular A-123]
* Management’s Responsibility for Internal Control [OMB Circular A-123, Revised 12/21/2004]
* Guidance on Inter-Agency Sharing of Personal Data – Protecting Personal Privacy [OMB M-01-05]
* Protection of Sensitive Agency Information [OMB M-06-16]
* Homeland Security Presidential Directive-7, Critical Infrastructure Identification, Prioritization, and Protection [HSPD-7]
* Computer Fraud and Abuse Act [PL 99-474, 18 USC 1030]
* Freedom of Information Act As Amended in 2002 [PL 104-232, 5 USC 552]
* Records Management by Federal Agencies [44 USC 31]
* Health Insurance Portability and Accountability Act (HIPAA) Security Rule of 1996 [45 CFR Parts 160 and 164]

The following standards and guidance apply to the information system:

* Risk Management Framework for Information Systems and Organizations: A System Life Cycle Approach for Security and Privacy [NIST SP 800-37, Revision 2]
* Security and Privacy Controls for Federal Information Systems and Organizations [NIST SP 800-53, Revision 4]
* Guide for Assessing the Security Controls in Federal Information Systems and Organizations, Building Effective Security Assessment Plans [NIST SP 800-53A, Revision 4]
* Guide for Developing Security Plans for Federal Information Systems [NIST SP 800-18, Revision 1]
* Standards for Security Categorization of Federal Information and Information Systems [FIPS Publication 199]
* Guide for Mapping Types of Information and Information Systems to Security Categories [NISP SP 800-60, Revision 1: Volume 1]; Appendices [NISP SP 800-60, Revision 1: Volume 2]
* Personal Identity Verification (PIV) of Federal Employees and Contractors [FIPS Publication 201-1]
* Minimum Security Requirements for Federal Information and Information Systems [FIPS Publication 200]
* Security Requirements for Cryptographic Modules [FIPS Publication 140-2]
* Engineering Principles for Information Technology Security (A Baseline for Achieving Security) [NIST SP 800-27, Revision A]
* Guide for Conducting Risk Assessments [NIST SP 800-30, Revision 1]
* Contingency Planning Guide for Federal Information Systems [NIST SP 800-34, Revision 1]
* Computer Security Incident Handling Guide [NIST SP 800-61, Revision 2]
* Security Considerations in the System Development Life Cycle [NIST SP 800-64, Revision 2]
* Technical Guide to Information Security Testing and Assessment [NIST SP 800-115]
* Guide for Security-Focused Configuration Management of Information Systems [NIST SP 800-128]
* Information Security Continuous Monitoring for Federal Information Systems and Organizations [NIST SP 800-137]

Appendix C. Acronyms

| **Acronym** | **Definition** |
| --- | --- |
| AC | Access Control |
| AO | Authorizing Official |
| AT | Security Awareness and Training (Security Control) |
| ATO | Authorization to Operate |
| AU | Audit and Accountability (Security Control) |
| CA | Security Assessment And Authorization (Security Control) |
| CISO | Chief Information Security Officer |
| CM | Configuration Management (Security Control) |
| CNTL | Control |
| CP | Contingency Planning (Security Control) |
| CPIC | Capital Planning and Investment Control |
| CUI | Controlled Unclassified Information |
| FIPS | Federal Information Processing Standards |
| FISMA | Federal Information Security Management Act |
| GSS | General Support System |
| HEAR | HHS Enterprise Architecture Repository |
| HHS | Health and Human Services |
| HSPD | Homeland Security Presidential Directive |
| IA | Identification and Authentication (Security Control) |
| IHS | Indian Health Service |
| IR | Incident Response (Security Control) |
| ISSO | Information System Security Officer |
| IT | Information Technology |
| MA | Maintenance (Security Control) |
| MOD | Moderate |
| MP | Media Access (Security Control) |
| NISP | National Information Assurance partnership |
| NIST | National Institute of Standards and Technology |
| OMB | Office of Management and Budget |
| PE | Physical and Environmental Protection (Security Control) |
| PIV | Personal Identity Verification |
| PL | Planning (Security Control) |
| POC | Point of Contact |
| PS | Personnel Security (Security Control) |
| R&C | Risk and Compliance |
| RA | Risk Assessment (Security Control) |
| RMF | Risk Management Framework |
| SA | System and Services Acquisition (Security Control) |
| SA&A | Security Assessment & Authorization |
| SAP | Security Assessment Plan |
| SAR | Security Assessment Report |
| SC | System and Communications (Security Control) |
| SI | System and Information Integrity (Security Control) |
| SP | Special Publication |
| SSP | System Security Plan |
| ST&E | Security Test and Evaluation |
| USC | United States Code |
| UUID | Universal Unique Identifier |
| VOIP | Voice Over Internet Protocol |
| WMI | Windows Management Instrumentation |